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	Reason for change:
	It is not clear how to handle AMF redirection, which is specified in TS 23.501.
As specified in 6.4.6, it is the responsibility of the initial AMF, who received the RR message from an UE, to determine whether a re-authentication and/or a NAS SMC are needed, so it is proposed that the target AMF shall not perform re-authentication procedure to avoid possible twice re-auhentication.

Proposal 1: The target AMF shall not perform re-authentication procedure.

If re-authentication and/or NAS SMC is needed, considering that the NAS container may be correctly decrypted after NAS SMC procedure, it is proposed that the initial AMF performs the redirection procedure after the re-authentication and/or NAS SMC procedures.
Proposal 2: If re-auth and/or NAS SMC is needed, the initial AMF shall perform redirection after re-auth and/or NAS SMC.

As the NAS container will be decrypted by the initial AMF, it is proposed that the initial AMF sends the plaintext NAS container to the target AMF to avoid second decryption.
Proposal 3: The initial AMF shall send the plaintext NAS container to the target AMF.

The initial AMF may perform horizontal derivation during the redirection for replacing the old security context. Considering that the AMF may also determine to perform re-authentication with the UE, and the new security context created by the re-authentication procedure has not been used between the UE and the initial AMF, it is proposed that the initial AMF may perform horizontal derivation only when re-authentication is not performed to avoid twice NAS SMC procedure.
Proposal 4: The initial AMF may perform horizontal derivation only when re-authentication is not perform.


	
	

	Summary of change:
	Add a new sub-clause in 6.4 NAS security mechanisms to adopte above proposals.
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	It is not clear how to handle AMF redirection
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	Other comments:
	


******************* START OF CR *******************************************
6.4.X
Handling of AMF redirection
During the registration procedure, the initial AMF receiving a Registration Request message from an UE may redirect the registration procedure to a target AMF as specified in TS 23.502 [8]. 

After receiving the Registration Request message from the UE, the initial AMF shall determine whether a primary authentication procedure and/or a NAS SMC procedure are needed. If the initial AMF determines to perform a primary authentication procedure and/or a NAS SMC procedure with the UE, and if redirection is needed, the AMF shall perform the redirection with a target AMF after the NAS SMC procedure (due to the primary authentication or not). The target AMF shall not perform primary authentication during the redirection procedure.

In case that redirection is needed, the initial AMF shall send the complete initial NAS message contained in the Registration Request message or the NAS Security Mode Complete message to the target AMF, which is not encrypted. The initial AMF may create a new security context by horizontal derivation and send it to the target AMF if primary authentication is not performed by the initial AMF.
******************* END OF CR *******************************************
